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Επαγγελματικοί εκτυπωτές
Ασφαλείς λύσεις
 

Σειρά WorkForce Enterprise 2 και AM

 



* Βάσει ποσού 820.000 £, όπως αναφέρθηκε από την Quocirca και μετατράπηκε σε 953.000 €  
με χρήση της συναλλαγματικής ισοτιμίας από το xe.com στις 07/07/2025.
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Είναι εύκολο να παραβλέψετε σημαντικά 
μέτρα ασφαλείας σε οποιαδήποτε 
συνδεδεμένη συσκευή δικτύου στην επιχείρησή 
σας. Και ενώ ίσως να μην το έχετε σκεφτεί,τα 
πολυμηχανήματα, (MFP), οι σαρωτές και άλλες 
συνδεδεμένες ή δικτυακές συσκευές μπορεί 
να είναι ευάλωτες σε απειλές ασφαλείας. 

Η αύξηση της εργασίας από το σπίτι και της υβριδικής εργασίας 
έχει ενισχύσει αυτόν τον κίνδυνο. Μελέτη της Quocirca1 κατέδειξε 
ότι το 56% των οργανισμών είχε υποστεί τουλάχιστον μία απώλεια 
δεδομένων λόγω παραβίασης της ασφάλειας που σχετίζεται με 
την εκτύπωση, με το 83% να προβλέπει αύξηση των δαπανών 
τους για την ασφάλεια των εκτυπώσεων κατά το επόμενο έτος. Οι 
κυριότεροι προβληματισμοί για τους οργανισμούς είναι η διασφάλιση 

των εκτυπώσεων που γίνονται στο σπίτι (28%), η προστασία των 
εμπιστευτικών ή ευαίσθητων εγγράφων από την εκτύπωση (28%) και η 
κατανόηση του τύπου των απειλών και των ευπαθειών της υποδομής 
εκτύπωσής τους (25%).

Με το μέσο κόστος μιας παραβίασης δεδομένων που σχετίζεται 
με την εκτύπωση να ανέρχεται στις 953.000 €*, δεν είναι κάτι που 
μπορείτε να αντιμετωπίσετε απερίσκεπτα.

Ωστόσο, χάρη στην προσέγγιση της Epson στην ασφάλεια  
των εκτυπωτών, αυτός ο κίνδυνος μπορεί να μειωθεί, ανεξάρτητα από 
το πού πραγματοποιούνται οι επαγγελματικές σας εκτυπώσεις.

Προστατέψτε την ασφάλεια 
του δικτύου από όπου κι αν 
εκτυπώνετε

Κατανόηση του τύπου των 
απειλών και των ευπαθειών  

της υποδομής εκτύπωσής μας

25%

Προστασία ευαίσθητων  
ή εμπιστευτικών εγγράφων  

από την εκτύπωση

28%

Διασφάλιση της εκτύπωσης 
σε απομακρυσμένο/οικιακό 

περιβάλλον

28%
Οι 3 κυριότερες προκλήσεις για 
την ασφάλεια των εκτυπώσεων



Για περισσότερες πληροφορίες σχετικά με την ασφάλεια ή τις λύσεις της Epson, 
σαρώστε τους κωδικούς ή επισκεφθείτε τους παρακάτω συνδέσμους.
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Η ενίσχυση των δικτυακών δυνατοτήτων των συσκευών σας είναι 
σημαντική για τις λύσεις ασφαλείας που προσφέρουμε. Για να 
διασφαλιστεί η ασφάλεια των συσκευών της Epson σε όλη τη διάρκεια 
της ζωής τους, όλοι οι εκτυπωτές Epson WorkForce κατασκευάζονται 
βάσει τριών αρχών: 

1.	 Η ασφάλεια του προϊόντος αποτελεί τη βάση για την ποιότητα 
2. 	� Οι πληροφορίες και τα στοιχεία σχετικά με την ασφάλεια μεταδίδονται άμεσα, ώστε να είστε πάντα 

ενημερωμένοι

3. 	Ελέγχονται διαρκώς τα ευάλωτα σημεία για τη μεγιστοποίηση της προστασίας των συσκευών

Ασφάλεια βάσει σχεδιασμού
Η προστασία των δεδομένων και η ασφάλεια του δικτύου είναι δεδομένη στα πολυμηχανήματα της 
Epson, μέσα από λειτουργίες που μπορούν να σας βοηθήσουν με τον Γενικό Κανονισμό για την 
Προστασία των Δεδομένων (GDPR) και την Εταιρική Κοινωνική Ευθύνη (CSR). Αυτά τα μέτρα ασφαλείας, 
ενσωματωμένα απευθείας στα προϊόντα μας, σας παρέχουν τη διασφάλιση ότι η επιχείρησή σας πληροί 
τις απαιτήσεις ασφαλείας σας.

Οι συσκευές μας υποβάλλονται σε ανεξάρτητες δοκιμές και η ασφάλεια επικυρώνεται από το Keypoint 
Intelligence. Το αποκλειστικό SoC εκτυπωτή/σαρωτή και η τεχνολογία πλατφόρμας υλικολογισμικού της 
Epson προστατεύουν τις πληροφορίες και τα προϊόντα των πελατών από απειλές για την ασφάλεια.

Δήλωση ασφάλειας  
της Epson

Ασφαλείς εκτυπώσεις και σαρώσεις
Διασφαλίστε το απόρρητο των εγγράφων και 
αποτρέψτε μη εξουσιοδοτημένα άτομα να 
βλέπουν εκτυπώσεις χωρίς επιτήρηση από τη 
συσκευή, υποβάλλοντας τα έγγραφά σας ως 
«Εμπιστευτική εργασία» από το πρόγραμμα 
οδήγησης εκτύπωσης.

Ο περιορισμός της πρόσβασης στις λειτουργίες 
της συσκευής μπορεί να γίνει χρησιμοποιώντας 
το κλείδωμα του μπροστινού panel.

Ασφαλής επικοινωνία
Φιλτράρετε τις διευθύνσεις IP, τις υπηρεσίες, τη 
λήψη και τους αριθμούς θυρών μετάδοσης που 
έχουν πρόσβαση σε συσκευές Epson. Μπορείτε 
επίσης να κρυπτογραφήσετε όλες τις δικτυακές 
επικοινωνίες μέσω της λειτουργίας IPSec.

Στη συσκευή 
Το Epson Device Admin (EDA) διευκολύνει 
τη διαχείριση της ασφάλειας στη συσκευή. 
Συμβατό με μια μεγάλη γκάμα δικτυακών 
εκτυπωτών της Epson, επιτρέπει στους 
χρήστες να ελέγχουν τα πάντα μέσω ενός 
έξυπνου περιβάλλοντος εργασίας. 

Προστασία PDF 
Προσθέστε τη λειτουργία προστασίας με 
κωδικό πρόσβασης3 σε σαρωμένα αρχεία PDF 
για προστασία από μη εξουσιοδοτημένους 
χρήστες και αποτροπή επεξεργασίας και 
εκτύπωσης εγγράφων.

Επεξεργασία εγγράφων  
και διαχείριση δεδομένων 
Διαχειριστείτε πολλές εργασίες από ένα 
κεντρικό σημείο, όπως τη σάρωση προφίλ 
εργασιών ή τα δικαιώματα πρόσβασης 
των χρηστών. Οι διαχειριστές μπορούν να 
διαχειρίζονται πολλές εργασίες από ένα 
κεντρικό σημείο, από τη σάρωση προφίλ 
εργασιών έως τα δικαιώματα πρόσβασης 
των χρηστών. Οι διαχειριστές IT μπορούν 
να ελέγχουν τα δικαιώματα πρόσβασης σε 
εργασίες με διάφορους τρόπους, όπως με 
ταυτότητες, συνδέσεις/κωδικούς πρόσβασης 
και κωδικούς PIN.

Απρόσκοπτη ενσωμάτωση στην υπάρχουσα 
υποδομή IT με την τοπική βάση δεδομένων του 
χρήστη ή τις υπηρεσίες καταλόγου, όπως το 
Microsoft EntraID και το Google Cloud Directory.

Epson Solutions Suite Ασφάλεια προϊόντων

2

https://support.epson.net/stories/en/
https://support.epson.net/security/en
https://support.epson.net/stories/en
https://support.epson.net/security/en
https://support.epson.net/security/en
https://support.epson.net/stories/en/
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Ασφάλεια δικτύου
Με την ασφάλεια του δικτύου ως βασική προτεραιότητα, οι 
διαχειριστές μπορούν να ρυθμίζουν μεμονωμένες άδειες και 
περιορισμούς σε ένα ευρύ φάσμα εργασιών δικτύου. Με τους 
εκτυπωτές WorkForce Enterprise 2, οι διαχειριστές μπορούν 
επίσης να φιλτράρουν τις διευθύνσεις IP, τους τύπους υπηρεσιών, 
τους αριθμούς θυρών λήψης και μετάδοσης χρησιμοποιώντας τη 
λειτουργία φιλτραρίσματος IP Sec/IP. Παράλληλα, αποφασίζουν αν 
θα αποδεχτούν ή θα αποκλείσουν συγκεκριμένες διευθύνσεις IP. 
Υποστηρίζουμε επίσης κρυπτογράφηση email SNMPv3 και TLS1.3.

Αναγνωρισμένη ασφάλεια 
σε όλο τον κόσμο
Στην Epson, αξιολογούμε την ασφάλειά μας σε παγκόσμια κλίμακα. 
Συμμορφωνόμαστε με το πρότυπο ISO/IEC 154083, που ονομάζεται 
επίσης Κοινά Κριτήρια (CC), το οποίο είναι ένα διεθνές πρότυπο για 
τα μέτρα ασφαλείας σε προϊόντα και συστήματα IT, καθώς και με  
την πιστοποίηση CCRA, η οποία αποδεικνύει ότι το προϊόν έχει 
πιστοποιηθεί σύμφωνα με το Πρόγραμμα αξιολόγησης και 
πιστοποίησης ασφάλειας τεχνολογίας πληροφοριών της Ιαπωνίας 
(JISEC). 

Προστασία του εκτυπωτή σας «όλα σε ένα» 
Για επιπλέον προστασία των εκτυπωτών σας, μπορείτε 
να επιλέξετε να αποκλείσετε την πρόσβαση από 
έναν υπολογιστή μέσω USB και να απενεργοποιήσετε 
την κάρτα μνήμης και τις διασυνδέσεις μνήμης USB. 
Μπορείτε επίσης να χρησιμοποιήσετε υδατοσήμανση 
κατά της αντιγραφής5 για να αποτρέψετε τη μη 
εξουσιοδοτημένη αντιγραφή των πρωτότυπων εγγράφων 
και την κρυπτογράφηση PDF5 για να διασφαλίσετε ότι τα 
ψηφιακά έγγραφα παραμένουν ασφαλή.

Ασφαλής εκτύπωση/σάρωση
Η επιλογή «εμπιστευτική εργασία» σημαίνει ότι μπορείτε να 
προστατέψετε το απόρρητο των εγγράφων και να αποτρέψετε 
οποιαδήποτε ανεπιθύμητη προβολή των εκτυπώσεων χωρίς 
επιτήρηση.

WPA3 
Τα νεότερα Πολυμηχανήματα (MFPs) της Epson υποστηρίζουν 
το WPA35, που είναι η τελευταία τεχνολογία ελέγχου ταυτότητας 
(authentication) και κρυπτογράφησης (encryption) για Wi-Fi 
(ασύρματο δίκτυο), παρέχοντας στις επιχειρήσεις πιο ισχυρή 
προστασία για τα δεδομένα τους μέσω του ασύρματου δικτύου.

Έλεγχος πρόσβασης
Έλεγχος ταυτότητας χρήστη και περιορισμοί λειτουργιών.

Προστασία εγγράφων 
Αυξήστε την παραγωγικότητα και παρακολουθήστε τη χρήση 
με ασφαλή εκτύπωση, σάρωση και αντιγραφή, μέσω της 
εξακρίβωσης στοιχείων του χρήστη.

Προστασία συσκευής
Επαλήθευση υπογραφής υλικολογισμικού, ασφαλής εκκίνηση  
και εντοπισμός εισβολής κακόβουλου λογισμικού κατά τον  
χρόνο εκτέλεσης.

Μελάνι ανθεκτικό στο νερό
Το μελάνι DURABrite™ Pro διεισδύει σταθερά στις ίνες του 
χαρτιού, προστατεύοντας σημαντικά έγγραφα από αλλοιώσεις, 
και συμμορφώνεται με το πρότυπο ISO 11798:2023.
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TPM
Σε μοντέλα με TPM (Μονάδα Αξιόπιστης Πλατφόρμας), το επίπεδο ασφαλείας βελτιώνεται ως εξής:
• �Τα κλειδιά κρυπτογράφησης για την επαναφορά κρυπτογραφημένων κωδικών πρόσβασης και πληροφοριών ιδιωτικών κλειδιών 

αποθηκεύονται στο chip TPM.
• �Το chip TPM μπορεί να προστατευτεί από μη εξουσιοδοτημένη ανάλυση σε επίπεδο υλικού, καθώς δεν είναι δυνατή η 

πρόσβαση στο chip TPM εκτός του εκτυπωτή.
• �Οι πραγματικοί τυχαίοι αριθμοί TPM χρησιμοποιούνται ως κλειδιά συνεδρίας για επικοινωνία με το πρόγραμμα περιήγησης 

(Διαμόρφωση web).
• �Οι πραγματικοί τυχαίοι αριθμοί TPM χρησιμοποιούνται για τη δημιουργία κλειδιών επαλήθευσης ταυτότητας για τον 

κρυπτογραφημένο HDD.

Οι πολυλειτουργικοί εκτυπωτές διαθέτουν chip TPM 2.0.

Κρυπτογράφηση αποθηκευμένων δεδομένων σε HDD
Προστατεύουμε πάντα τα δεδομένα των πελατών με κρυπτογράφηση 
κατά την αποθήκευση δεδομένων σε εσωτερικό σκληρό δίσκο (HDD) σε 
εκτυπωτή «όλα σε ένα». Η κρυπτογράφηση των δεδομένων αποτρέπει τη 
μη εξουσιοδοτημένη πρόσβαση ή την κακόβουλη επίθεση σε προσωπικά 
δεδομένα σε περίπτωση κλοπής του HDD. Ο HDD συνοδεύεται από 
μονάδα αυτόματης κρυπτογράφησης και τα δεδομένα του εγγράφου 
κρυπτογραφούνται με AES-256.
Διαδοχική διαγραφή δεδομένων εργασιών
Όταν είναι ενεργοποιημένη, τα διαγραμμένα δεδομένα στο σκληρό  
δίσκο5 αντικαθίστανται με τους ακόλουθους τρόπους για να αποτραπεί  
η επαναφορά. Υπάρχουν διάφορες επιλογές:
1. �Γρήγορη διαγραφή: Το κλειδί κρυπτογράφησης αλλάζει για να αποτραπεί  

η επαναφορά των διαγραμμένων δεδομένων.
2. �Ασφαλής διαδοχική διαγραφή: Το κλειδί κρυπτογράφησης αλλάζει και τα 

διαγραμμένα δεδομένα στον σκληρό δίσκο αντικαθίστανται με «0» για να 
διασφαλιστεί περαιτέρω ότι τα διαγραμμένα δεδομένα δεν μπορούν να 
ανακτηθούν.

Ανατρέξτε στο εγχειρίδιο χρήστη του προϊόντος σας για λεπτομερή 
επεξήγηση σχετικά με τη διαγραφή δεδομένων εργασιών.

Κωδικός πρόσβασης

Ιδιωτικό κλειδί

Προστασία δεδομένων
Κρυπτογράφηση HDD, ασφαλής διαγραφή δεδομένων HDD, Μονάδα 
Αξιόπιστης Πλατφόρμας (Trusted Platform Module, TPM) και κρυπτογράφηση 
κωδικών πρόσβασης.

ABCD
.................

HDD

XXXX
xxxxxxxxx

HDD

ABCD .........

OOOO.........

TPM

Προστασία δεδομένων χρήστη
Μπορείτε επίσης να ορίσετε μοναδικούς κωδικούς πρόσβασης για κοινόχρηστα κουτιά5, έγγραφα και βιβλία διευθύνσεων  
στους εκτυπωτές Epson. Για πλήρη ασφάλεια, τα δεδομένα διαγράφονται από τον εκτυπωτή μόλις ολοκληρωθούν οι εργασίες 
ή απενεργοποιηθεί το σύστημα. Εάν η συσκευή διαθέτει σκληρό δίσκο, όλα τα δεδομένα κρυπτογραφούνται και τα δεδομένα 
διαγράφονται μετά από κάθε εργασία εκτύπωσης. Για πρόσθετη προστασία, ο διαχειριστής μπορεί επίσης να αντικαταστήσει  
το περιεχόμενο του σκληρού δίσκου.  
Διαβάστε περισσότερα στον οδηγό ασφαλείας μας.

https://www.epson.eu/en_EU/faq/KA-01896/contents?loc=en-us
https://www.epson.eu/en_EU/faq/KA-01896/contents?loc=en-us
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WorkForce Enterprise WorkForce Enterprise AM

Όνομα προϊόντος WF-C21000/C20600/C20750 AM-C4000/C5000/
C6000 & AM-M5500 AM-C400/C550/C550z

Τύπος A3 A3 A4

Ασφάλεια δικτύου
Επικοινωνία TLS ✔ ✔ ✔

TLS1.1, TLS1.2, TLS1.3 ✔ ✔ ✔

Έλεγχος αδειών και εξαιρέσεων πρωτοκόλλου ✔ ✔ ✔

Φιλτράρισμα IPsec/IP ✔ ✔ ✔

IKEv1, IKEv2 ✔ ✔ ✔

ESP:AES-CBC-128/AES-CBC-192/AES-CBC-256/3DES ✔ ✔ ✔

ESP:AES-GCM-128/AES-GCM-192/AES-GCM-256 ✔ ✔ ✔

ESP/AH:SHA-1/MD5 ✔ ✔ ✔

ESP/AH:SHA-256/SHA-384/SHA-512 ✔ ✔ ✔

Έλεγχος ταυτότητας IEEE802.1X ✔ ✔ ✔

EAP-TLS, PEAP-TLS ✔ ✔ ✔

PEAP/MSCHAPv2 ✔ ✔ ✔

EAP-TTLS ✔ ✔ ✔

AES128/AES256/3DES/RC4 ✔ ✔ ✔

SNMPv3 ✔ ✔ ✔

WPA3 ✔ ✔ ✔

Διαχωρισμός μεταξύ διασυνδέσεων ✔ ✔ ✔

Προστασία του εκτυπωτή σας «όλα σε ένα»
Αποκλεισμός σύνδεσης USB από υπολογιστή ✔ ✔ ✔

Απενεργοποίηση της εξωτερικής διασύνδεσης ✔ ✔ ✔

Χειρισμός ιών που εισάγονται από μνήμη USB ✔ ✔ ✔

Ασφάλεια εκτύπωσης / σάρωσης
Εμπιστευτικές εργασίες   ✔*6 ✔ ✔

Διάταξη κατά της αντιγραφής6 ✔ ✔ ✔

Υδατογράφημα6 ✔ ✔ ✔

Κρυπτογράφηση PDF ✔ ✔ ✔

S/MIME ✔ ✔ ✔

  AES-128/AES-192/AES-256/3DES ✔ ✔ ✔

  SHA-1/SHA-256/SHA-384/SHA-512/MD5 ✔ ✔ ✔

Περιορισμοί τομέα   ✔*7 ✔ ✔

Κωδικός πρόσβασης εξουσιοδότησης για σάρωση σε φάκελο δικτύου/FTP, 
σάρωση σε email και ειδοποίηση μέσω email –     ✔ *7      ✔

Υποστήριξη για έλεγχο ταυτότητας μεγάλων κωδικούς πρόσβασης – –    ✔ *8  
Προεπιλεγμένη απενεργοποίηση της πρόσβασης στο αρχείο από PDL   ✔*7 ✔ ✔

Ασφαλής εκτύπωση ✔ ✔ ✔

Ασφάλεια φαξ3

Περιορισμοί άμεσης κλήσης ✔ ✔ ✔

Επιβεβαίωση της λίστας διευθύνσεων ✔ ✔ ✔

Ανίχνευση τόνου κλήσης ✔ ✔ ✔

Μέτρα κατά των εγκαταλελειμμένων φαξ ✔ ✔ ✔

Αναφορά επιβεβαίωσης μετάδοσης ✔ ✔ ✔

Διαγραφή των δεδομένων αντιγράφων ασφαλείας για ληφθέντα φαξ ✔ ✔ ✔

Περιορισμός αποστολής σε πολλαπλούς παραλήπτες ✔ ✔ ✔

Ασφάλεια εκτυπωτή
Αυτόματες ενημερώσεις υλικολογισμικού ✔ ✔ ✔

Προστασία από παράνομες ενημερώσεις υλικολογισμικού – ✔ ✔

Ασφαλής εκκίνηση – ✔ ✔

Ανίχνευση διείσδυσης κακόβουλου λογισμικού   ✔*7 ✔ ✔

Μέτρα ασφαλείας όταν απορρίπτετε τον εκτυπωτή
Επαναφορά εργοστασιακών προεπιλογών ✔ ✔ ✔

Πιστοποίηση και πρότυπα ασφαλείας
ISO15408/IEEE2600.2™ ✔ ✔ ✔
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WorkForce Enterprise WorkForce Enterprise AM

Όνομα προϊόντος WF-C21000/C20600/C20750 AM-C4000/C5000/
C6000 & AM-M5500 AM-C400/C550/C550z 

Τύπος A3 A3 A4

Χαρακτηριστικά ασφαλείας μέσω συμβατότητας με λογισμικό τρίτων κατασκευαστών
Μοντέλο συμβατό με ανοιχτή πλατφόρμα ✔ ✔ ✔

Epson Print Admin (EPA) / EPA Serverless
Έλεγχος ταυτότητας χρήστη μέσω ταυτοτήτων/διαπιστευτηρίων 
σύνδεσης/κωδικού PIN ✔ ✔ ✔

Πλήρης έλεγχος ενεργειών συσκευών ανά άτομο ✔ ✔ ✔

Εξατομίκευση του μενού MFP ✔ ✔ ✔

Εκτύπωση τύπου pull & άμεση εκτύπωση ✔ ✔ ✔

Σάρωση και αποστολή σε μένα (email, φάκελος) ✔ ✔ ✔

Υπηρεσίες σάρωσης στο cloud (OneDrive for Business, SharePoint Online, 
Teams και Google Drive)10 

✔ ✔ ✔

Σάρωση σε αρχεία PDF που προστατεύονται με κωδικό πρόσβασης ✔ ✔ ✔

Προηγμένες ρυθμίσεις ροής εργασιών σάρωσης11 ✔ ✔ ✔

Εκτύπωση χωρίς πρόγραμμα οδήγησης από υπηρεσίες cloud (OneDrive 
for Business, SharePoint Online και Teams)10 ✔ ✔ ✔

Συγχρονισμός με υπηρεσία καταλόγου (LDAP, Open LDAP, Microsoft 
EntraID, Microsoft Entra DS, Google secure LDAP & Google cloud 
directory)10

✔ ✔ ✔

Αναφορές - Ρύθμιση προστασίας χρήστη - Απόκρυψη ονόματος αρχείου ✔ ✔ ✔

Πολιτική κωδικού πρόσβασης, Κλείδωμα λογαριασμού11 ✔ ✔ ✔

Κανόνες και πολιτικές εκτύπωσης11 ✔ ✔ ✔

Έλεγχος και αναφορές ✔ ✔ ✔

Ποσόστωση10 ✔ ✔ ✔

Ασφαλής εκτύπωση μέσω φορητών συσκευών (AirPrint και Mopria)12 – ✔ ✔

Προστασία δεδομένων χρήστη
Ασφάλεια κουτιού ✔ ✔ ✔

Προστασία του βιβλίου διευθύνσεών σας ✔ ✔ ✔

Διαχείριση δεδομένων που υποβάλλονται σε επεξεργασία από  
εκτυπωτή «όλα σε ένα» ✔ ✔ ✔

Κρυπτογράφηση αποθηκευμένων δεδομένων σε σκληρό δίσκο ✔ ✔ ✔

Διαδοχική διαγραφή δεδομένων εργασιών ✔ ✔ ✔

Κρυπτογράφηση κωδικού πρόσβασης ✔ ✔ ✔

TPM   ✔*13 ✔ ✔

Κατοπτρισμός του σκληρού δίσκου – ✔ –
Λειτουργικός περιορισμός
Κλείδωμα panel ✔ ✔ ✔

Έλεγχος πρόσβασης ✔ ✔ ✔

Εκτύπωση / σάρωση με έλεγχο ταυτότητας8 ✔ ✔ ✔

Πολιτική κωδικού πρόσβασης ✔ ✔ ✔

Αρχείο καταγραφής ελέγχων ✔ ✔ ✔
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1. Τοπίο ασφάλειας των εκτυπώσεων, 2025 - Ταυτότητα, AI και ποσότητα: Περιήγηση στο τοπίο των νέων απειλών», Quocirca, Ιούλιος 2025.
2. Η σφραγίδα δοκιμών επικύρωσης ασφάλειας της Keypoint Intelligence 2024-2026 ισχύει για τα μοντέλα AM-C400 και AM-C550. 
3. Το πρότυπο ISO/IEC 15408 δεν συνοδεύεται από τυπική διαμόρφωση. Απαιτείται ειδικό υλικολογισμικό και ειδική διαδικασία ρύθμισης.  

4. �Το λογότυπο της πιστοποίησης CCRA δείχνει ότι το προϊόν αξιολογήθηκε και πιστοποιήθηκε σύμφωνα με το Πρόγραμμα αξιολόγησης και πιστοποίησης ασφάλειας 
τεχνολογίας πληροφοριών της Ιαπωνίας (JISEC). Δεν συνεπάγεται εγγύηση ότι το προϊόν είναι εντελώς απαλλαγμένο από ευπάθειες. Επίσης, δεν σημαίνει ότι το προϊόν 
διαθέτει όλες τις απαραίτητες λειτουργίες ασφαλείας σε κάθε λειτουργικό περιβάλλον.

5. Για μια πλήρη λίστα των προδιαγραφών του μοντέλου, επισκεφθείτε τη διεύθυνση support.epson.net/security/en
6. Υποστηρίζεται μόνο από το πρόγραμμα οδήγησης εκτυπωτή των Windows.
7. Για να χρησιμοποιήσετε αυτή τη λειτουργία, ενημερώστε το υλικολογισμικό του εκτυπωτή στην πιο πρόσφατη έκδοση.
8. Απαιτεί μέθοδο εκτύπωσης με έλεγχο ταυτότητας.
9. Διατίθεται μόνο όταν έχει εγκατασταθεί η προαιρετική πλακέτα φαξ.
10. Ισχύει για το Epson Print Admin και μόνο για συγκεκριμένα προϊόντα στο Epson Print Admin Serverless.
11. Ισχύει μόνο για το Epson Print Admin.
12. Ισχύει μόνο για το Epson Print Admin Serverless.
13. Μπορεί να μην υποστηρίζεται ανάλογα με την περιοχή. Για πληροφορίες σχετικά με τη διαθεσιμότητα στη χώρα σας, επικοινωνήστε με το τοπικό γραφείο πωλήσεων.

Ανακυκλώστε υπεύθυνα
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Για περισσότερες πληροφορίες, επικοινωνήστε με τον αντιπρόσωπο 
πωλήσεων της Epson.

Όνομα:

Τηλέφωνο:

Email:

Epson Italia SpA, Υποκατάστημα Ελλάδος 
τηλ.: (0030) 211 199 0089
fax: 210-6828615
www.epson.gr/contactus

Τα εμπορικά σήματα ή σήματα κατατεθέντα αποτελούν ιδιοκτησία της Seiko Epson Corporation ή των αντίστοιχων κατόχων τους. 
Οι πληροφορίες των προϊόντων ενδέχεται να αλλάξουν χωρίς προειδοποίηση.

@epson.greece

epson-greece

http://epson.eu/bi-security-solutions
www.instagram.com/epson.greece
www.instagram.com/epson.greece
https://www.linkedin.com/company/epson-greece/
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